Instructions for System Authorization Access Request (SAAR)

A.  PART I: The user provides the following information when establishing or modifying their USERID.

       (1) NAME:  The last name, first name, and middle initial of the user.  (Enter name as you want it to appear on all System Access 

            Accounts)

       (2) SOCIAL SECURITY NUMBER:  The social security number of the user.

       (3) ORGANIZATION:  The user’s current organization (i.e., DFAS-CL )

       (4) OFFICE SYMBOL/DEPARTMENT:  The office symbol within the current organization (i.e., MO, ABA)

       (5) ACCOUNT CODE: Account code or function code.

       (6) JOB TITLE/FUNCTION: The job function (i.e., System Analyst, Pay Clerk, etc.)

       (7) GRADE/RANK: The civilian pay grade, military rank or CONTR for contractor.

       (8) PHONE (DSN): The DSN phone number of the user.  If DSN is unavailable, indicate commercial number.

       USER’S SIGNATURE: User must sign the SAAR form with the understanding that they are responsible and accountable for their 


              password and access to the system(s).  

B.  PART II:  The following information is provided by the User’s Security Manager.

       (9) CLEARANCE LEVEL:  The user’s current security clearance level.  (i.e., None, Secret, Top Secret etc.)

     (10) TYPE OF INVESTIGATION:  The user’s last type of background investigation. (i.e.,NAC, NACI, SB, SSBI) 

     (11) DATE OF INVESTIGATION:  The date of the last background investigation.

     (12) SIGNATURE:  The Security Manager or representative signature indicates that the above clearance and investigation information has 

       been verified.

     (13) PHONE NUMBER:  The Security Manager’s or representative’s phone number.

     (14) DATE:  The date the form was signed by the Security Manager or representative.

C.  PART III:  The following information is provided by the user’s supervisor.

     (15) ACCESS REQUIRED (Location):  The full name of the location at which access is required. (i.e.,  DMC-Mechanicsburg)

     (16) ACCESS TO CLASSIFIED REQUIRED?:  Place an “X” in the appropriate box.

     (17) TYPE OF USER:  Place an “X” in the appropriate box.

     (18) JUSTIFICATION FOR ACCESS:  A brief statement to justify establishment of initial USERID.  Also include any type of  




     mainframe access the user will need to accomplish their job.  Be specific!  For example: 


                Roscoe     CICS     CIC2     CICS9 (Region 9)     CICS11 (Region11)     TSO     FTP (File Transfer)  

                                                                     Qualifier & Account Codes  (DMC-JAX, DMC-SD)

     (19) SIGNATURE OF SUPERVISOR:  The user’s supervisor must sign the SAAR form to certify the user is authorized access to perform 



       his/her function.

     (20) ORG./DEPT.:  Supervisor’s organization and department.             (21) PHONE NUMBER:  Supervisor’s phone number.

     (22) DATE:  The date the supervisor signs the SAAR form.

     (23) SIGNATURE OF FUNCTIONAL DATA OWNER/OPR:  Signature of the functional appointee/TASO responsible for approving

            access to the system being requested.

     (24) ORG./DEPT.:  Functional appointee’s/TASOs organization code.   (25) PHONE NUMBER: Functional appointee/TASO phone number.

     (26) DATE:  The date the Functional appointee/TASO signs the SAAR form.

D.  PART IV:  The following information is provided by the AIS Security Staff who adds the user to the system.

     (27) USERID:  (Mainframe):  User’s mainframe USERID (if applicable).

     (28) USERID:  (Mid-Tier):  User’s mid-tier USERID (if applicable). 

     (29) USERID:  (Network - LAN):  User’s network (LAN) USERID (if applicable).

     (30) SIGNATURE: Signature of a Security Staff representative.

     (31) PHONE NUMBER: Security Staff representative DSN phone number.            

     (32) DATE: The date the Security Staff representative signs the SAAR form.

E.  PART V:  This information is site specific and can be customized by the DMC, functional activity, or the customer with approval of the 
       DMC.  This information will specifically identify the access required by the user.

(33) ACCESS REQUIRED:  This area could be used to designate CICS transaction access requests or dataset access requests, and any other

                                               necessary.
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