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CLASSIFICATION:  Information Technology Specialist (Operating Systems), GS-2210-12

DUTY TITLE:  

__________________________________________________________________________________________________
ORG & FUNC CODE:

1ST SKILL CODE:
100%
                CPP
   Systems Programmer
2ND SKILL CODE:
    
3RD SKILL CODE:
    
__________________________________________________________________________________________________

SCPD DEVELOPED AND CLASSIFIED BY:  HQ AFPC/DPCMC, 08/19/02
CLASSIFICATION CERTIFICATION:  SCPD adequately and accurately reflects the local work situation to meet classification, staffing, and performance management purposes.

________________________________________________________           _________________

CLASSIFIER’S SIGNATURE


                   DATE

__________________________________________________________________________________________________

SUPERVISOR’S CERTIFICATION:  I certify that this SCPD is an accurate statement of the major duties, knowledges, skills, and abilities, responsibilities, physical and performance requirements of this position and its organizational relationships.  The position is necessary to carry out government functions for which I am responsible.  This certification is made with the knowledge that this information is to be used for statutory purposes relating to appointment and payment of public funds and that false or misleading statements may constitute violations of such statutes or their implementing regulations.
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                   DATE

__________________________________________________________________________________________________
PERFORMANCE PLAN CERTIFICATION:
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*Signature acknowledges receipt.  It does not indicate agreement/disagreement.

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:  

The primary purpose of this position is: To serve as a senior Information Technology (IT) specialist to analyze, manage, or perform work necessary to provide optimum use of operating systems by planning, testing and implementing modifications, and to solve problems and accomplish work processes in support of the installation’s information technology (IT) architecture and business needs. 

The organizational location of this position is:  

__________________________________________________________________________________________________
ORGANIZATIONAL GOALS OR OBJECTIVES:
The organizational goals or objectives of this position are:
__________________________________________________________________________________________________

DUTY 1:







%
Critical



Serves as a senior specialist and focal point for the installation’s IT operating systems.  Provides technical expertise in the acquisition and installation of large new and/or enhanced complex operating systems environment including personal computers, local area network servers, components, and associated software and systems.  Independently oversees testing and migration to the operating environment, ensuring minimal disruptions to the current operation and advises customer support specialists by providing post-implementation support to end-users.  Ensures the appropriate configuration of the operating environment and the allocation of sufficient systems resources to support new applications.  Independently establishes project plans and priorities and coordinates with appropriate personnel to carry out the plans.  Analyzes and evaluates operating systems technical design requirements and independently consults with applications developers to determine the effect of stated requirements on end user applications and the impact on the current operating environment.  Plans and leads discussions on the feasibility of installing modifications or acquiring new systems and/or equipment.  Establishes implementation schedules to ensure continuity of operations.  Provides guidance to team members on the development of complex project plan tasks and timeliness.  Provides detailed information regarding all technical aspects of equipment, software, and systems.  Develops and applies project management techniques to the obtainment of new systems and enhancements to existing systems projects.  Oversees the team effort to set up, load, and configure hardware and software to operate as described in the technical design plan.  Coordinates installation and sustainment issues with IT, telecommunications specialists, and database manager and plans for post-implementation support to end-users.  Monitors progress of assigned projects and ensures timelines are met.  Oversees the test and implementation of vendor-supplied modifications to existing operating systems and the installation and relocation of equipment with organizations on or supported by the base IT function.  Manages the preparation of plans and procedures and documentation for use by IT and telecommunications technicians and operations personnel and recommends revision of operating procedures as necessary.  Assesses the security effectiveness of installed systems. 

STANDARDS:
A.  With few exceptions, ensures operating systems are correctly installed, tested, and implemented.


B.  Routinely prepares valid operating procedures for use by technicians and operations personnel.

KSA:  1, 2, 3, 4, 5, 6

________________________________________________________________________________________________
DUTY 2:







%
Critical



Develops and recommends technical solutions prior to acquisition efforts.  Initiates and leads transition meetings to arrange an orderly turnover from the designers to the customer and operational aspects of the project.  Leads project teams and ensures that all hardware and software components ordered for the technical solution are available for installation of new and upgraded hardware, software, and systems and, where necessary, relocation of customers, equipment and service from one area to another.  Ensures the availability and use of quality assurance checklists for all projects to ensure that equipment, systems, and software called for by technical design specifications can be configured and operated properly after installation.  Oversees the development and maintenance of test environments and test data.  Monitors and fine-tunes the operating system environment to ensure optimal performance.  Identifies ways to improve performance such as modifying operating systems parameters.  Develops software programs, routines, and scripts in support of the test environment.  Analyzes performance data and operating conditions to troubleshoot and correct problems and anticipate future problems.  Performs validation testing of hardware, software, and communication lines.  Verifies factors such as speed, capacity, capability of handling the types of traffic involved, ease of operation, and compatibility with related equipment.  Ensures test results and test analyses are properly documented and reported.  Identifies and addresses critical operational issues and certifies operational readiness of equipment, components, software, and systems destined for organizations located on or serviced by the installation.  Reviews proposals for change, analyzes data, and compares alternatives.
STANDARDS:
A.  Routinely maintains effective relationships with vendors and operational users.

B.  Typically develops proper test data to validate operating systems modifications and migration into production systems.

C.  With few exceptions, develops and maintains valid test environments and maintains appropriate data.    

KSA:  1, 2, 4, 5, 6

__________________________________________________________________________________________________
DUTY 3:







%
Critical



Manages Quality Assurance (QA) requirements for contractor delivered operating systems and services.  Oversees and ensures execution of the quality control process for new and existing contracts. Ensures the review of technical specifications, technical requirements, and various documents related to submission of procurement requests to the contracting office.  Leads technical team efforts for contract proposal reviews and independently determines adequacy of vendor ability to perform desired actions and produce proper results.  May serve as the Contracting Officer’s Technical Representative (COTR) for specific contracts.  Provides liaison and technical interpretation to the contracting officer, users, other organizations and commercial vendors.  Oversees, monitors and evaluates actual progress of work against approved schedules for contract support, identifies potential slippage, and recommends corrective action.  Serves as the technical authority to the installation IT architecture working groups regarding current and future automation standards and architecture related to operating systems.  Maintains state-of-the-art technical expertise through research and use of the Internet.  Conducts research to identify new technology and methods and presents results to working groups.

STANDARDS:
A.   Routinely, ensures effective quality control and properly monitors technical specifications and requirements.

B.    With few exceptions, contributes valid technical expertise and interpretation to working groups and end users. 
C.    Typically conducts thorough research to identify new technology and methods to enhance the capability of operating systems and equipment.
KSA:  1, 2, 6

__________________________________________________________________________________________________
DUTY 4:







%
Critical



Evaluates new, large systems engineering technology and its effects on a complex operating environment.  Recommends efficient ways to improve operating systems performance such as modifying systems parameters.  Independently analyzes performance data and operating conditions to troubleshoot and correct complex problems and anticipates future problems.  Provides technical expertise in cost estimating, technical specifications and benchmarking.  Conducts extensive research and analytical studies and develops specifications, justifications, and economic analyses in support of selection and acquisition actions to ensure the optimum capability of operating systems.  Develops and presents new initiatives designed to enhance current or future operating systems and to satisfy  user needs or correct problems.   Oversees special projects and initiatives to include long and short-term planning to meet operational needs in the migration of modifications into production systems. 

STANDARDS:
A.    Routinely initiates thorough reviews of user needs and recommends appropriate changes or solutions to problems.

B.    With few exceptions, properly develops new initiatives to enhance current or future operating environments. 

KSA:  1, 2, 3, 4, 5, 6

__________________________________________________________________________________________________
RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):  
1.  Knowledge of operating systems software principles, practices, and methods; life cycle management techniques; and IT infrastructure within an operating environment, new and emerging information technologies, and security methods and principles.  

2.   Knowledge of the functionality and operability of the current operating environment sufficient to determine requirements and integrate them with overall design and characteristics of operating systems hardware and software programs and to act as a quality assurance evaluator.

3.  Knowledge of IT principles, practices, system analysis concepts and methods to install, configure, test, and implement modifications and to interface hardware and software programs with operating systems.

4.   Knowledge of performance management and measurement methods to monitor systems performance data and make application systems tuning adjustments to optimize performance and correct and prevent problems. 
5.  Ability to analyze and develop modifications to parts of a system that require significant revisions in the logic or techniques used in the original development.  

6.  Ability to communicate effectively, both orally and in writing, to coordinate technical support of applications.













____________________________________________________________________________________________

CLASSIFICATION CRITERIA:
Factor 1, Knowledge Required By The Position



Level 1-7
1250 Points

-- Knowledge of a wide range of operating systems software principles and methods; life cycle management concepts; IT infrastructure, IT security, principles and methods; systems testing and evaluation principles and methods; and troubleshooting procedures to install, configure, test, and implement vendor supplied modifications to existing systems software; develop and evaluate test data to validate program modifications and migrate modifications into production systems.

-- Knowledge of operating principles and methods and the operating environment to monitor systems performance and consult with applications developers to determine the effect on end user applications resulting from changes to the operating environment.

-- Knowledge of performance management and acquisition management policies and procedures sufficient to plan and coordinate the installation, upgrade, and maintenance of the operating environment.

-- Skill in applying agency plans and policies.

-- Skill in relating considerations or facets of the work to the overall project, such as evaluating new operating systems and enhancements to existing systems and the potential impact on operational environment.

-- Ability to test and monitor systems performance and make or recommend appropriate adjustments to correct deficiencies. 

-- Ability to evaluate, select, and coordinate acquisition of appropriate systems software packages and hardware.

-- Ability to communicate effectively, both orally and in writing.

Factor 2, Supervisory Controls





Level 2-4
  450 Points

The supervisor sets the overall objectives and, in consultation with the employee, determines time frames and/or other resources required.  The employee, having developed expertise in the assignment, independently plans and carries out projects of considerable scope in regard to the implementation, testing, and deployment of new or modified operating systems.  The employee independently interprets policies, procedures, and regulations in conformance with established mission objectives; integrates and coordinates the work of others as necessary; applies new methods to resolve complex and/or intricate, controversial, or unprecedented problems; and resolves most conflicts that arise.  The employee informs the supervisor about progress, potentially controversial matters, or far-reaching implications.  Completed work is reviewed from an overall standpoint in terms of feasibility, compatibility with other work, or effectiveness in meeting requirements or achieving expected results.  Methods used are not normally reviewed by the supervisor. 

Factor 3, Guidelines





              Level 3-4               450 Points

The employee uses numerous guidelines and precedents that do not always apply to the complex problems encountered at this level. Specific guidelines related to operating systems are often scarce, inapplicable, have gaps in specificity, or involve new technology that requires considerable interpretation, modification and adaptation to issues or problems which may arise during the planning, acquisition, installation, or operational stages.  The employee uses judgment, innovation, and resourcefulness when selecting, applying or deviating from established methods or to resolve complex operating problems, which may arise during any phase of the project.  The employee is required to research, evaluate, and analyze the performance of operating systems to identify trends and patterns, which indicate potential problems or failures, and to develop novel approaches to develop new methods and criteria for the successful implementation of new and enhanced operating systems.  The employee must keep abreast of new and changed technology and to actively provide sound interpretation of applicable guidance and systems enhancements to management, other technicians, and end-users.  Significant problems that cannot be resolved with existing guidelines are referred to the supervisor or higher headquarters.

Factor 4, Complexity






Level 4-4
 225 Points

Work typically consists of leading project efforts to install, test, validate, and implement vendor-supplied modifications to existing system software.  Monitors performance data and modifies systems tuning parameters in order to optimize overall systems performance.  The employee oversees testing and migration to the operating environment, monitors operating systems performance data, and modifies systems tuning parameters to optimize overall systems performance.  Identifies, corrects, and/or prevents problems with the systems environment. Assignments include planning and coordinating operating systems design, acquisition, testing, installation, support, and serving as a primary liaison and senior IT specialist with clients on all matters relating to systems operations and support.  The incumbent exercises judgment to evaluate and determine optimal operating systems development approaches; integrates a variety of operating systems requirements; solves a wide range of operational and support problems and issues, assesses the security effectiveness of installed systems, and ensures changes in user requirements are addressed.

Factor 5, Scope and Effect





Level 5-4              225 Points

Work consists of providing a wide variety of operating systems essential to the effective performance of new and installed operating systems.  As senior IT specialist, the employee monitors the availability and functionality of operating systems, and detects and reports problems.  Leads the test and installation of new operating systems, modifications, and upgrades.  Provides information and expert assistance to customers on using installed systems and leads teams responsible for implementing major systems changes.  Exercises sound judgment to identify, determine the nature and potential sources of, and select appropriate actions in response to problems.  Evaluates test data and anticipates customers’ needs for information and assistance.  Work ensures new applications are integrated seamlessly within the current systems environment and the optimal availability, interoperability, and functionality of systems installed in customer organizations.  Work affects a wide range of installation activities and results in the optimization of the systems environment that support the execution of a wide variety of mission-oriented applications.
Factor 6, Personal Contacts





Level/Points (see Factor 7) 

Contacts include individuals or groups from outside the employing agency, including consultants, contractors, vendors, instructors, or representatives of professional associations in moderately unstructured settings.  Contacts also include other agency officials several managerial levels removed from the employee on an ad hoc basis.  The employee must recognize or learn the role and authority of each party during the course of the contact.

Factor 7, Purpose of Contacts





Level 6/7-3C        180 Points
The purpose of the contacts is to influence and persuade managers and installation customers to implement recommendations for system enhancements that, although based on analysis of system operation and seasoned judgment, may conflict with management’s objectives and allocation of resources.  The employee may encounter resistance as a result of these conflicts and must exercise sound judgment in the method of approach and negotiation with management officials so as to obtain approval and acceptance of recommended changes to policy and/or practices.

Factor 8, Physical Demands





Level 8-1
    5 Points

The work is primarily sedentary with some walking and standing in conjunction with travel and attendance at meetings and conferences away from the work site.  May carry light items such as papers, books, or small computer components.  The work does not require any special physical effort.

Factor 9, Work Environment





Level 9-1 
   5 Points

Work is performed in a typical office setting with visits to various other buildings or offices to support projects.  The work environment involves everyday risks or discomforts that require normal safety precautions.

__________________________________________________________________________________________________

Other significant facts pertaining to this position are:
1.  The employee may be required to work other than normal duty hours, which may include evenings, weekends, and/or holidays.

2.  Work may occasionally require travel away from the normal duty station.

3.  The employee may be required to travel on military and commercial aircraft.

4.  Recall to duty may be a requirement of this position.

5.  Overtime and emergency overtime may be required.
6.  May be required to obtain a top-secret security clearance.
_________________________________________________________________________________________________
CLASSIFICATION SUMMARY:
CLASSIFICATION STANDARD(S) USED: OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group, GS-2200, covering the GS-2210, Information Technology Management Series, dated May 2001.
CLASSIFICATION REMARKS:

Series and Title Determination:

The purpose of this position is to analyze, manage, or perform work necessary to provide optimum use of information technology operating systems by planning, testing, and implementing modifications and resolving problems to accomplish end user’s work processes and business needs.  The OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group, GS-2200, covering the Information Technology Management, GS-2210 Series, covers two-grade interval positions for which the paramount requirement is knowledge of Information Technology (IT) principles, concepts, and methods.  It includes systems and services used in the automated acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, assurance, or reception of information.  Information technology includes computers, network components, peripheral equipment, software, firmware, services, and related resources.  Since this position is involved with the planning, installing, configuring, testing, implementing, monitoring and managing the operating systems environment in support of the organization’s IT architecture and business needs, it clearly falls into the GS-2210 series.  The GS-2210 standard prescribes the title of Information Technology Specialist for all covered positions, and allows for ten specialties, which are used as parenthetical titles if requirements are met.  One of those specialties, Operating Systems, is defined as work that involves analyzing systems requirements, evaluating, testing, and validating new engineering technologies and their effect on the operating environment, integrating hardware and software components into existing operating systems and identifying and resolving operating problems.  The duties of the position include analyzing the installation of any new hardware or software introduced into the environment and ensuring compatibility with existing architecture, evaluating systems requirements and determining feasibility of installing modifications, coordinating deployment, and scheduling implementation to ensure continuity of operations, reviewing technical solutions, and identifying concerns, developing and maintaining test environments, monitoring and fine-tuning performance, and recommending changes to improve efficiency in the operating environment.  The duties of this position typify Operating Systems work; therefore, a parenthetical title is added.  The title and series of this position are correctly classified as Information Technology Specialist (Operating Systems), GS-2210.

Grade Level Determination:

This position is evaluated by the OPM Position Classification Standard for Administrative Work in the Information Technology Group, GS-2200, as follows:


FL 1-7/1250, 2-4/450, 3-4/450, 4-4/225, 5-4/225, 6/7-3C/180, 8-1/5, 9-1/5

GS-11 Point Range:  2755-3150

Total Points:  2790

Grade:  GS-12


Final Classification:  Information Technology Specialist (Operating Systems), GS-2210-12

NOTES TO USERS: 
1. This SCPD is intended for positions in the SC functional community.  Minor changes, including subject matter skill code shreds, may be made to fit local requirements as long as the changes do not affect the classification or staffing patterns of this SCPD.
2. Position may be covered by Career Program.  Classifiers should contact Communications and Information Career Program to determine Career Program coverage.
__________________________________________________________________________________________________
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